**防范电信网络诈骗温馨提示**

全校师生员工：

当前，新型电信网络犯罪猖獗，各种诈骗方式层出不穷，为增强师生防范意识，避免个人财产损失，在此提醒广大师生：

1.凡是网络刷单，都是诈骗!

    2.凡是通过网络交友，诱导你进行投资或赌博的，都是诈骗!

    3.凡是网上购物遇到自称客服说要退款，索要银行卡号和验证码的，都是诈骗!

    4.凡是自称“朋友”“领导”“熟人”要求汇款的，都是诈骗!

    5.凡是自称“公检法”让你汇款到安全账户的，都是诈骗!

6.凡是通过社交平台添加微信、QQ拉你入群，让你下载APP或者点击链接进行投资、赌博的，都是诈骗!

    7.凡是通知中奖领奖，让你先交钱的，都是诈骗!

    8.凡是声称“根据国家相关政策需要配合注销账号，否则影响个人征信的”，都是诈骗!

    9.凡是非官方买卖游戏装备或者游戏币的，都是诈骗!

疫情当前，新型诈骗手段变化多端。请您务必提高防范意识，头脑清醒，时刻警惕，做到“不轻信，不盲动，不贪利”，牢记“三不一多”：未知链接不点击、陌生来电不轻信、个人信息不透露、转账汇款多核实。

遇到可疑诈骗行为，请立刻拨打保卫处校园报警电话：崇山校区62202110、蒲河校区62602110、武圣校区0419-4229384。
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